**CYBERSECURITY E PRIVACY - BASE INDIVIDUALE**

|  |  |
| --- | --- |
| ***A chi è rivolto*** | Possono partecipare lavoratori con regolare contratto di lavoro; titolari d'impresa o componenti del CDA solo se in possesso di regolare contratto di lavoro (posizione INAIL); soci di cooperative e lavoratori autonomi. I partecipanti al corso devono prestare l'attività lavorativa in unità operative localizzate sul territorio del FVG.  Nello specifico, il corso è rivolto preferibilmente al personale che necessita di un intervento di alfabetizzazione digitale finalizzato ad utilizzare applicazioni, piattaforme e dispositivi digitali aziendali.  Si prevedono i seguenti requisiti alla partecipazione:  --- competenze digitali minime, collegate all'utilizzo dei principali strumenti informatici d'ufficio. |
| ***Perché partecipare*** | Il corso sviluppa competenze digitali relative a cybersecurity e privacy per migliorare la sicurezza informatica e la tutela dei dati in azienda. |
| ***Che cosa si farà*** | COMPETENZE SVILUPPATE  Adottare comportamenti conformi alle norme generali e alle procedure specifiche aziendali per la sicurezza informatica e la protezione dei propri dati e quelli di terzi.  CONTENUTI FORMATIVI  Normativa vigente nazionale ed internazionale sulla Privacy.  Politiche e procedure aziendali.  Soggetti responsabili per il trattamento dati.  I diritti degli interessati.  Rischi e sanzioni.  Misure di sicurezza tecniche ed organizzative.  Privacy e cybersecurity.  Sicurezza di rete e tecnologie firewall.  Misure per la sicurezza dati, applicazioni e dispositivi fissi e mobili.  Gestione password.  Gestione identità digitale e accessi nel cloud. |
| ***Quanto dura*** | Il corso può essere avviato con numero di partecipanti variabile da 1 a 3. Il percorso formativo avrà una durata di 24 ore. |
| ***Attestato*** | Attestato di frequenza |

|  |  |
| --- | --- |
| ***Per Informazioni*** |  |